a2 United States Patent

Casares et al.

US009342823B2

US 9,342,823 B2
May 17, 2016

(10) Patent No.:
(45) Date of Patent:

(54)

(735)

(73)

")

@
(22)

(65)

(60)

(1)

(52)

(58)

PAYMENT CLEARING NETWORK FOR
ELECTRONIC FINANCIAL TRANSACTIONS
AND RELATED PERSONAL FINANCIAL
TRANSACTION DEVICE

Inventors: Wenceslao Casares, Woodside, CA
(US); Federico H. Murrone, Buenos

Aires (AR)

Assignee: Lemon, Inc., Tempe, AZ (US)

Notice: Subject to any disclaimer, the term of this
patent is extended or adjusted under 35
U.S.C. 154(b) by 1160 days.

Appl. No.: 11/969,711

Filed: Jan. 4, 2008

Prior Publication Data
US 2008/0313047 Al Dec. 18, 2008

Related U.S. Application Data

Provisional application No. 60/944,774, filed on Jun.
18, 2007.

Int. CI.
G06Q 20/00 (2012.01)

G06Q 40/00 (2012.01)

G06Q 20/10 (2012.01)

G06Q 20/20 (2012.01)

G06Q 20/40 (2012.01)

G06Q 40/02 (2012.01)

USS. CL

CPC oo G06Q 20/10 (2013.01); GO6Q 20/20

(2013.01); GO6Q 20,204 (2013.01); GO6Q
20/40 (2013.01); G06Q 40/02 (2013.01)
Field of Classification Search
USPC 705/17, 42,39, 64,76
See application file for complete search history.

(56) References Cited
U.S. PATENT DOCUMENTS

4454414 A * 6/1984 Benton ............. GO7F 7/0866
235/379
5,204,512 A *  4/1993 Teki ..ccooovinrirnnnn. GO6K 7/0008
235/375
5,221,838 A *  6/1993 Gutman ................. G06Q 20/32
235/379

5,267,314 A 11/1993 Stambler

(Continued)
OTHER PUBLICATIONS

PCT/US08/058515, Search Report and Written Opinion of Interna-
tional Searching Authority mailed Jun. 30, 2008.

(Continued)

Primary Examiner — Ashford S Hayles
(74) Attorney, Agent, or Firm — Baker & McKenzie LL.P

(57) ABSTRACT

Described herein are networks and related devices and meth-
ods for facilitating the electronic transfer of funds and elec-
tronic purchases between consumers, merchants, and other
parties. Also facilitated by the principles described herein is
the electronic transfer of funds or payments between indi-
viduals. The disclosed principles provide for the funds of a
user’s account to never leave his original financial account
until the financial transaction takes place. Thus, no special
accounts within the payment system are required to be
opened, maintained, or funded by a user. Instead, funds are
simply transferred to or from a user’s associated financial
account by the financial institution maintaining that account
and in accordance with instructions from the network. Thus,
the present disclosure provides for fund transfers and pur-
chases between parties in a secure, efficient, and the user-
friendly manner. The disclosed principles provide for such
transactions using, in some embodiments, portable devices,
which may be dedicated devices associated with the disclosed
network, or available consumer devices configured to operate
with the network.

14 Claims, 6 Drawing Sheets
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PAYMENT CLEARING NETWORK FOR
ELECTRONIC FINANCIAL TRANSACTIONS
AND RELATED PERSONAL FINANCIAL
TRANSACTION DEVICE

CROSS-REFERENCE TO RELATED
APPLICATION

This application claims the benefit of U.S. Provisional
Application Ser. No. 60/944,774, filed on Jun. 18, 2007, and
entitled “Personal Transaction Device for Electronic Man-
agement of Account Funds,” commonly assigned with the
present application and incorporated herein by reference in its
entirety for all purposes.

TECHNICAL FIELD

The disclosed systems and methods are generally related to
electronic financial transactions, and more particularly to a
financial or payment clearing network for the electronic man-
agement of user financial accounts and for engaging in elec-
tronic financial transactions, the electronic transfer of funds,
and electronic purchases between consumers and merchants.

BACKGROUND

The increasing use of credit cards provides ample evidence
that consumers prefer to use electronic payment systems
rather than carry large amounts of cash or suffer the hassle of
writing multiple checks for small purchases. Despite the ris-
ing use of ATM networks and online banking and other means
of electronic financial transactions, as well as individual
financial tools like debit cards, credit cards, checks, and other
personal payment means, there is still a huge global popula-
tion of people who rely primarily on cash transactions and
who still need a convenient and cost effective electronic pay-
ment system to send and receive money. Even with the wide-
spread adoption of electronic payment systems, there is an
increasing need for faster, cheaper and more convenient elec-
tronic payment systems for completing financial transactions.
Further, there is a need for an electronic payment system that
is more individualized such that financial transactions are
easily concluded in a manner similar to cash transactions.

This need has led to the growing use of prepaid debit cards.
Unfortunately, debit cards are primarily designed so that a
consumer can cash-in the debit card at a merchant who has
invested in a point-of-sale (POS) transaction terminal. Thus,
as with credit cards, it is difficult for an individual to transfer
a portion of the amount stored on a prepaid debit card to
another individual without involving an inconvenient trip to a
bank or a merchant with a POS terminal. There is a need for
an electronic payment system that enables financial transac-
tions to be concluded between individuals and without the
need to directly involve a third party financial institution or an
outside financial institution. Although many people do not
have access to POS terminals, most have access to a portable
wireless communications device, such as a cellular or mobile
phone, BlackBerry®, personal data assistant (PDA), etc.
Indeed, people now routinely take advantage of additional
features provided by a typical mobile phone, such as text
messaging, photography, and listening to music, as mobile
devices have evolved to include an integrated PDA, MP3,
paging, and e-mail capabilities, all in a single device.

There has been explosive growth in mobile telephony
devices and other portable devices that handle communica-
tions either through voice, e-mail, SMS messaging, instant
messaging, and the Internet. People will often remember to
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2

carry their mobile device or cellular phone with them, even if
they forget to carry their wallet or car keys. Additionally, such
mobile devices are ubiquitous in the U.S. and in many coun-
tries around the world. It is currently estimated that about 80
percent of the world’s population has mobile phone coverage.
Therefore, systems that permit such mobile devices to send
and receive payments, just like cash, and provide other finan-
cial and mobile banking transactions, are very advantageous.

In addition to individual or one-on-one transactions, exist-
ing electronic transaction networks have also gained popular-
ity recently. Known banking systems include credit card net-
works, ATM networks, Automated Clearing House (ACH)
networks, debit card networks, and other similar networks. In
addition, typical means for authenticating users and transac-
tions in such networks include magnetic strips on cards and,
recently, near-field radio frequency (RF) communications
devices that allow for purchases using smart cards, tags, or
other such components having RF-based communications
components contained therein. While the near-field commu-
nications-based devices provide for a convenience of contact-
less payment, which was not previously known particularly
with respect to ATM-based, debit-card-based, and credit-
card-based commerce systems, currently implemented near-
field RF-based devices have not provided the convenience,
simplicity, and security that would be necessary for a con-
sumer to feel secure in their electronic purchases.

However, even modern electronic financial networks have
their limitations or inconveniences when attempting to
engage in financial transactions. With respect to various con-
ventional electronic payment systems done through on-line
banking or other commerce systems, there has not previously
been an ability to easily administer payments to or from an
account holder’s personal account. For example, recently
popular systems, such as PayPal® from eBay® and Text-
PayMe® from Amazon.com®, have their advantages for con-
ducting personal one-on-one financial transactions between
two individuals using mobile devices. However, a key draw-
back to these systems is the need to open and maintain mon-
etary funds in a specific account maintained by the system.
However, funds availability in such systems could be a prob-
lem if a buyer wishes to engage in a financial transaction
immediately, but does not have enough funds in his specific
account. While transferring funds into that account may be
possible, the inconvenience of having to do so, along with the
risk that the purchase opportunity may be lost if the buyer
cannot move fast enough (e.g., an auction, a garage sale, etc.).

SUMMARY

There is a need for a network and associated methods and
devices for conducting financial transactions with minimal
risk and ease, and that do not suffer from the deficiencies
found in conventional approaches. To address problems
found in conventional networks and approaches, described
herein are devices, methods, and systems for facilitating the
electronic transfer of funds and electronic purchases between
consumers and merchants. Also facilitated by the devices,
systems, and methods described herein are the electronic
transfer of funds or payments between individuals. The dis-
closed principles provide for such transactions by accessing
the disclosed financial clearing network through an access
gateway, which may be remote from the network such as
through a web browser, or even by using portable devices.
The disclosed network allows for today’s electronic financial
transactions without the need to fund and maintain a specific
account. Additionally, the disclosed network and related
methods allow a user to have efficient commercial transac-
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tions with other consumers and with merchants, and which
also allow consumers to conveniently and securely access
their credit- or debit-based personal accounts. Thus, the
present disclosure provides for fund transfers and purchases
between parties in a secure, efficient, and the user-friendly
manner, as well as electronic access and management of
financial accounts.

In one embodiment, a payment network for performing
financial transactions is disclosed. In such an embodiment,
the network may comprise a payment system in communica-
tion with first and second financial devices associated with
corresponding first and second users, and with one or more
financial institutions facilitating corresponding first and sec-
ond user financial accounts, wherein the first and second user
financial accounts are associated with the payment system. In
addition, such a network may comprise an interface con-
nected to the payment system and configured to receive infor-
mation about the desired financial transaction from one or
both of the first and second financial devices, and to receive
authorization to participate in the desired financial transac-
tion from both financial devices. Upon receiving the authori-
zations, the payment system is configured to cause the trans-
fer of funds by the one or more financial institutions from one
of the first or second financial accounts to the other of the
financial accounts in accordance with the received informa-
tion about the desired financial transaction.

Also disclosed are methods of performing financial trans-
actions, where such methods comprise permitting access to
the network by one or both of first and second users via an
access gateway, and providing a payment system in commu-
nication with the access gateway, and with one or more finan-
cial institutions facilitating corresponding first and second
user financial accounts. Such methods also include associat-
ing the first and second user financial accounts with the pay-
ment system, receiving in the payment system information
about the desired financial transaction from one or both of the
users via the access gateway, and receiving in the payment
system authorization to participate in the desired financial
transaction from both users via the access gateway. Upon
receiving the authorizations, such a method further includes
the payment system causing the transfer of funds by the one or
more financial institutions from one of the first or second
financial accounts to the other of the financial accounts in
accordance with the received information about the desired
financial transaction.

In a related aspect, a network for performing financial
transactions is disclosed, which includes an access gateway
configured to permit access to the network by one or both of
first and second users. Such a network also includes a pay-
ment system in communication with the access gateway, and
with one or more financial institutions facilitating corre-
sponding first and second user financial accounts, wherein the
first and second user financial accounts are associated with
the payment system. Also includes is an interface connected
to the payment system and to the access gateway, and config-
ured to receive information about the desired financial trans-
action from one or both of the users, and to receive authori-
zation to participate in the desired financial transaction from
both users, via the access gateway. Upon receiving the autho-
rizations, the payment system is configured to cause the trans-
fer of funds by the one or more financial institutions from one
of the first or second financial accounts to the other of the
financial accounts in accordance with the received informa-
tion about the desired financial transaction.

In another embodiment, a proprietary financial device for
conducting a financial transaction is disclosed. In such an
embodiment, the device may comprise a reading module for
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inputting information into the financial device about a user
financial account previously associated with a payment sys-
tem, and user controls for manually inputting information by
a user about a desired financial transaction, as well as infor-
mation for authorizing the financial transaction. In addition,
such financial devices may include a display screen for dis-
playing information about the desired financial transaction or
user financial account. In such embodiments, the financial
device also includes an identification module for identifying
a second financial device involved in the desired financial
transaction to the first financial device, and for identifying the
first financial device to the second financial device. Such
financial devices may also comprise a transceiver for wire-
lessly transmitting and receiving information to and from the
payment system for causing the transfer of monetary funds to
or from the associated user financial account once the iden-
tifications and authorization are made.

In yet another embodiment, a method of conducting a
financial transaction with such financial devices is disclosed.
In such an embodiment, the method may comprise providing
a payment system in communication with first and second
financial devices associated with corresponding first and sec-
ond users, and with one or more financial institutions facili-
tating corresponding first and second user financial accounts.
Such a method also includes associating the first and second
user financial accounts with the payment system. Addition-
ally, in such embodiments, the method further includes
receiving in the payment system information about the
desired financial transaction from one or both of the first and
second financial devices, and receiving in the payment sys-
tem authorization to participate in the desired financial trans-
action from both financial devices. Upon receiving the autho-
rizations, the payment system causes the transfer of funds by
the one or more financial institutions from one of the first or
second financial accounts to the other of the financial
accounts in accordance with the received information about
the desired financial transaction.

In still another embodiment, a method of performing finan-
cial transactions using a personal wireless device may com-
prise providing a payment system configured to wirelessly
communicate with a personal wireless device for performing
a desired financial transaction, and with a financial institution
facilitating a user financial account. Such a method may also
include associating the user financial account with the pay-
ment system, inputting information about the desired finan-
cial transaction, and identifying a second device involved in
the desired financial transaction to the device, as well as
identifying the device to the second device. Such methods
still further include authorizing the desired financial transac-
tion, and transmitting and receiving information to and from
the payment system to complete the desired financial trans-
action by causing money to transfer to or from the associated
user financial account once the identifications and authoriza-
tion are made.

BRIEF DESCRIPTION OF THE DRAWINGS

Embodiments are illustrated herein by way of example in
the accompanying figures, in which like reference numbers
indicate similar parts, and in which:

FIG. 1 illustrates a high-level block diagram of one
embodiment of a payment clearing network constructed in
accordance with the disclosed principles;

FIG. 2 illustrates a more detailed view of another embodi-
ment of a payment clearing network incorporated into a finan-
cial network and constructed in accordance with the disclosed
principles; and
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FIG. 2A illustrates a flow diagram of one embodiment of
accessing the disclosed system and network from a frontend
gateway, in conjunction with the network illustrated in FIG.
2;

FIG. 3 illustrates one embodiment of a mobile personal
transaction device or device constructed in accordance with
the disclosed principles;

FIG. 3A illustrates an exemplary variety of sources and
destinations the device of FIG. 3 can be used to send fund to
or receive funds from;

FIG. 3B illustrates an isometric view of an exemplary
embodiment of the internal circuitry of the device discussed
with reference to FIG. 3;

FIG. 3C illustrates a 2-D block diagram showing electrical
connections between some of the components that may be
included in the device;

FIG. 4 illustrates a flow diagram demonstrating exemplary
methods for managing a personal account and for managing
electronic transactions conducted using a mobile personal
transaction device;

FIG. 5 illustrates a flow diagram of one embodiment of
accessing the disclosed system and network from the device
side, in conjunction with the flow diagram in FIG. 4;

FIG. 6 illustrates a one embodiment of the “handshaking”
between two mobile personal transaction devices that may be
implemented during a financial transaction conducted in
accordance with the disclosed principles; and

FIG. 7 illustrates a flow diagram of an example of a finan-
cial transaction conducted by a registered user of the network
using a mobile device.

DETAILED DESCRIPTION

FIG. 1 illustrates a high-level block diagram of one
embodiment of a payment clearing network 100 constructed
in accordance with the disclosed principles. Included in the
network 100 are a plurality of various financial institutions
110 interconnected to a plurality of means by which a user can
access the network 100. For example, as illustrated, a user
may be connected to the network 100 via a personal electronic
financial mobile device 105, which is discussed in detail
below, a mobile telephone 108, a point-of-sale (POS) termi-
nal 107, such as at a merchant’s location, and a typical per-
sonal computer 106, through which access to the network
may be obtained through the Internet as discussed in detail
below. Stated another way, a clearing network according to
the disclosed principles is completely frontend agnostic.

Also included in the network 100 is a payment clearing
system 120. The payment system 120 is in communication
with the mobile financial device 105 and other access means
employed by consumers or other types of users to access the
network 100. In addition, the payment system 120 is also in
communication with the plurality of financial institutions
110. The financial institutions 110 may comprise banks, auto-
mated clearing houses, automated teller machines, and other
types of financial institutions capable of being interconnected
within a network for performing financial transactions. In
addition, a financial institution need not be a member of the
network 100, as shown by bank 115. Such an embodiment is
also discussed in detail below.

In accordance with the disclosed principles, the financial
institutions 110 are responsible for facilitating financial
accounts (one of which is labeled 130) of users of the network
100. For example, if the financial institution 110 is a bank, a
user may maintain a checking, savings, or credit account 130
with that bank 110, and the bank 110 is responsible for facili-
tating that financial account 130 so that the user can conduct
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financial transactions with that account 130. In addition, such
user financial accounts 130, no matter the type, are associated
with the payment system 120 so that the account 130 may be
employed in a financial transaction in accordance with the
disclosed principles. Moreover, some type of consumer or
security card, such as the cards 310 discussed below with
reference to FIG. 3, may be issued to registered users of the
network 100. For example, a typical debit or credit card from
an issuing bank 110 may be employed as the card 310 since it
already includes account information on its magnetic strip, or
a specially issued card 310 may be created.

FIG. 2 illustrates a more detailed view of a financial net-
work 200 that includes another embodiment of a payment
clearing network 205 constructed in accordance with the
disclosed principles. A payment clearing network 205 imple-
mented as disclosed herein provides an alternative means of
payment that allows its users to access their financial account
information and perform electronic financial transactions
anytime, anywhere and instantly. It removes the conventional
bank information intermediaries employed in conventional
networks, and allows its individual users to “wear” their
financial accounts through any of a number of remote means,
as described below. In addition, the term “payment” or “pay-
ment clearing” network should not be interpreted to limit the
type or uses of a network 205 implemented as disclosed
herein. Specifically, such a network 205 may be used for more
than simply sending or receiving payments. For example,
information and account management may also be provided
through the network 205, as well as providing a means for any
type of financial transaction, whether individual or conducted
between two or more parties or entities.

As discussed with reference to FIG. 1, the disclosed pay-
ment network 205 in FIG. 2 may include a plurality of various
member financial institutions 110 interconnected with a pay-
ment system 120, as well as other components of the payment
network 205. Non-member financial institutions 115 in the
financial network 200 may also be connected indirectly to the
payment network 205. The financial institutions 110, 115
may comprise banks, automated clearing houses (ACH),
point-of-sale (POS) terminals, automated teller machines
(ATM), and other types of financial institutions capable of
being interconnected within a network for performing finan-
cial transactions or providing financial information and
account management. The member financial institutions 110
are responsible for facilitating and managing financial
accounts of users of the network 205. For example, if the
financial institution 110 is a bank, a user may maintain a
checking, savings, or credit account with that bank 110, and
the bank 110 is responsible for facilitating that financial
account so that the user can conduct financial transactions
with that account. Similar facilitation of financial accounts is
provided by the other types of financial institutions 110 in the
network 205.

It must be noted, however, that the financial institutions
need not agree to participate in the network 205 (i.e., non-
member institutions 115), and in fact in some embodiments
do not know the network 205 exists or that their users (i.e.,
account holders) are conducting transactions within the net-
work 205. In such embodiments, for example, a non-network
bank 115 could receive funds from a member bank 110, at the
direction of the clearing network 205, using an ACH or other
similar means. For member institutions 110, a financial ser-
vices network 210 could facilitate the interconnections of
many different types of financial institutions 110 by having
financial institutions 110 join as members of the financial
services network 210, and then providing a uniform interface
between the financial institutions 110 and the network 205. In
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such embodiments, the payment network 205 disclosed
herein could interface with such a financial services network
210, via a backend gateway 222, which in turn allows it to
conduct financial transactions with the financial institutions
110. Moreover, the financial services network 210 may be a
part of the payment network 205, rather than a third-party
services network 210.

As also illustrated in FIG. 2, for those other financial insti-
tutions 110 that do not interface with a financial services
network 210, these institutions 110 may connect or interface
directly with the payment system 120, through another back-
end gateway 222. In such an embodiment, the network 205
does not need to interface and cooperate with a financial
services network 210 interfacing the financial institutions
110. Instead, the payment system 120 would interface
directly with member institutions 110 in order to conduct the
desired financial transactions. Such embodiments are advan-
tageous for not only eliminating the use of a financial services
network 210, but also by eliminating any fees associated with
such networks 210, as well as any potential delays caused by
routing transactions through such networks 210.

As shown in FIG. 2, the financial services network 210
typically has a number of different features, and those fea-
tures may be accessed remotely by member financial institu-
tions. For example, merchants may access the financial ser-
vices network 210 via a merchant application program
interface (API) 212, such as through the Internet, to activate
or otherwise manage card/account holders. Similarly, a cus-
tomer service representative (CSR) API 214 is available for
access by customer service representatives associated, for
example, with the institutions 110 or the services network
210, as are administrative APIs 216 for administrative per-
sonnel of the financial services network 210 or institutions
110 to have access for maintenance or the like. Also, an Alert
Callback 218 may be provided in associated with the financial
services network 210. Alert callbacks 218 can be used by the
network 205 to receive updated account information for any
of the accounts facilitated by the institutions 110 or other
entity joined in the network 205. As discussed further below,
the network 205 may employ “push” technology for “push-
ing” updated account information to each user so that they
have real-time updates on each of their accounts. Addition-
ally, inembodiments where no financial services network 210
is needed or employed, the payment system 120 may include
some or all of these features, and other not discussed here, for
use with its member institutions 110. Stated another way, all
of the features and services associated with a financial ser-
vices network 210 may alternatively be associated with the
payment system 120 in order to further streamline the clear-
ing processes conducted in accordance with the disclosed
principles.

In addition to the being connected to the financial services
network 210, the payment clearing system 120 is also con-
nected to the user financial mobile devices 105 discussed in
detail below. More specifically, the payment system 120 is
connected to the user devices 105 via an interface 220. The
interface 220 may be implemented in software, hardware,
middleware, or a combination thereof. In advantageous
embodiments, the interface 220 is a wireless interface 220,
but this is not required in those applications where the user
devices 105 are not themselves wireless. In those embodi-
ments, where the user devices 105 are wireless, the devices
105 may be, by way of example and not limitation, a cell
phone 108, a General Package Radio Service (GPRS) device,
or a POS terminal 107, such as those used by merchants. Such
wireless user devices 105 connect to the wireless interface
220 via a typical wireless node 230, such as a Wireless Com-
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munications Transfer Protocol (WCTP) node. Of course, any
type of wireless node may be used to connect a user device
105 to the wireless interface 220.

To conduct a financial transaction using the network 205,
the interface 220 is configured to receive information about a
desired financial transaction from one or more users of the
network 205, for example, via their user devices 105, and to
receive authorization to participate in the desired financial
transaction from those user devices 105 as well. To connect
with wireless user devices 105, the wireless interface 220
includes a variety of carrier protocols 222, depending on what
type of device 105 is used, and thus what type of carrier
protocol that device 105 uses to communicate. [lustrated
examples of carrier protocols 222 used by the wireless inter-
face 220, though it is not necessarily limited to these
examples, include WCTP protocols, GPRS protocols, and
TCP/IP protocols. In addition to carrier protocols 222, the
wireless interface 220 also includes specific device protocols
224. Such device protocols 224 include both application layer
and security layer protocols specific to the type of user access
means or device used with the payment network 205. In the
illustrated example, only one set of device protocols 224 is
illustrated where the user devices 105 are all issued by the
entity instituting the network 205. However, as discussed in
detail below, the user devices 105 may be issued as such, or
maybe embodied in other types of user devices, such as their
cell phone, PDA, e-mail device, etc. In such embodiments, a
corresponding number of device protocols 224 may be
employed by the wireless interface 220, so that it can suc-
cessfully communicate with each user device 105.

Once information regarding a financial transaction is
received by the wireless interface 220, if needed, the interface
220 is also configured to receive an acknowledgement from
the firstand second financial devices 105 that each device 105
has identified the other device for, and each is authorized to
participate in, the desired financial transaction. For example,
this could occur in those transactions where two devices 105
are touched or brought close together by two users who
“agree” to participate in a desired financial transaction. How-
ever, as discussed in greater detail below, in some embodi-
ments, no or only one user device 105 is employed in a
transaction. In such embodiments, the user accesses the net-
work to conduct a transaction via a remote access point.
However, this user would still identify and authenticate him-
selfto the network 205, and it is this such acknowledgment in
these types of transactions that the interface 220 would
instead receive.

Once the identifications and authorizations have been
made, the wireless interface 220 communicates with the pay-
ment system 120 via a specific interface 226 with the payment
system 120. In the illustrated embodiment, this specific inter-
face 226 is a messaging application 226. As such, it may
include an incoming queue for queuing requests for financial
transactions coming from user devices 105, and that informa-
tion may then be transmitted to the payment system 120,
which has a corresponding messaging application 124. The
information may be received in an incoming API in the pay-
ment system 120 configured to receive incoming information
regarding specific financial transactions. In addition, the mes-
saging application 226 in the wireless interface 220 may also
include an outgoing API for receiving information about the
financial transaction from an outgoing queue in the messag-
ing application 124 in the payment system 120. That received
information may in turn be processed in the application layer
of'the device protocol 224 for the user device(s) 105 involved
in the transaction. Once processed, the information may then
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be secured in the security layer, and then transmitted back to
the user device(s) 105 involved.

Some financial transactions facilitated by the network 205
may be implemented via an electronic checkbook 228, which
is linked with one or more of a user’s financial accounts. One
example of such a financial transaction may be a user indi-
vidually checking the balance in a checking account he has
associated with the network 205. Using his mobile device
105, the user can select balance information for the linked
account, and in many embodiments, the network 205 is
implemented with the “push” technology discussed above,
where account information is pushed down to the user as the
information is updated and received by the network 205. In
other embodiments, the electronic checkbook 228 may be
configured to receive updates periodically, rather than in real-
time. The information may be updated every day, and thus the
validity of that information may be controlled by a Validity
Period Control thread. Thus, if the balance information has
not been updated within the appropriate period, the electronic
checkbook 228 can communicate with the payment system
120 in order to receive updated information. In addition, a
Transactions Validation layer may be employed, for example,
to prevent hacking into others’ information. Similarly, a
Fraud Detection layer may also be employed, which may
require users to enter a PIN or password before given access
to the information in the electronic checkbook 228. Of
course, other types of security may also be employed. Once
the security protocols have been satisfied, an Issuing thread
can cause the financial information to be sent to the user’s
mobile device 105, in accordance with the device protocols
224 and carrier protocols 222.

No matter what type of financial transaction is requested
via the network 205, the payment system 120 facilitates the
transaction. Thus, in addition to the backend gateways 122,
the payment system 120 also includes Business Rules 126 by
which it facilitates financial transactions. Illustrated
examples of such Business Rules 126 include, but are not
limited to:

users administration settings creating user profiles

transactions record/override

e-mail, cell phone, bank account, credit card linking/

delinking

user address books

currency conversion for foreign currency transactions

server messages within the payment network

rules in transactions for sending funds or requesting funds

fee structures for users of the payment network

general ledger (GL) information for real-time information

on institutions’ accounts

administrative business rules internal to the network 205

CSR business rules for customer service representatives

The payment system 120, in accordance with these Busi-
ness Rules 126, causes the financial institutions 110, either
directly or via a financial services network 210, to transfer
funds and/or information in accordance with the desired
financial transaction. More specifically, the payment system
120 is configured to cause the transfer of monetary funds from
auser’s associated financial account to a financial account of
another user. In addition, this transaction would take place in
accordance with the received information about this specific
financial transaction, e.g., the amount of funds to transfer, the
recipient of the funds, the time for the transaction, etc. Where
the rules 126 comprise user profiles, data regarding user’s
financial account, security information regarding the user,
and specific user-established settings for their financial trans-
actions may be included.
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In addition to conducting financial transactions in the net-
work 205 with a personal financial device 105, the payment
system 120 is connected to one or more access gateways 240.
The access gateways 240 allow users to employ the services
of the network 205 without having to use a specific financial
device 105, as well as allow administrators to update and
maintain the Business Rules 126. FIG. 2A illustrates a flow
diagram 250 of one embodiment of accessing the disclosed
system and network from such a frontend gateway 240, and
may be viewed in conjunction with the network 205 illus-
trated in FIG. 2. Users first select which type of frontend
access gateway 240 they would like to use to access the
network 205 (Block 252). For example, the gateway 240 may
be a website owned by the facilitator of the network 205.

Intheillustrated embodiment, some of the access gateways
240 are Internet- or Wed-based gateways 242. Thus, users or
administrators may access the payment system 120 via a
browser program 244 or other similar means. Users may
employ the services of the network 205 through the access
gateway 240 they’ve selected by entering personal and secure
information via a terminal connected to the gateway 240
(Block 254), and that information may even be kept on a card
310 like those discussed above. In fact, the terminal con-
nected to the gateway 240 may have a card reading device for
users to quickly access the network 205 via the gateway 240
by simply swiping their card 310. In addition, the access
gateway 240 may also be a wireless device communications
node 246. For example, the node 246 may be an HTPPS
gateway 246 for use in transmitting SMS or other types of
codes from cell phones 108 or other wireless devices.

No matter what type of access gateways 240 are employed,
the access or login information entered by the user (or admin-
istrator, as the case may be) is sent to payment system 120, but
how that information is sent could depend on how the par-
ticular access gateway 240 in use is connected to the network
205 (Block 256). More specifically, if the access gateway 240
is hard-wired to the payment system 120, then the informa-
tion may be sent directly there, perhaps via a payment system
120 interface with the gateway 240 (Block 258). In some
embodiments, where the access gateway 240 is wireless, then
the access information may be relayed to the wireless inter-
face 220 (Block 260), and then sent to the payment system
120 from the wireless interface 220 (Block 258). Once the
user has logged on via the access gateway 240 of his choice,
he can then assume control of his associated account(s), as
described in detail above (Block 262). Once control of the
account(s) is assumed via the gateway 240, the user may
manage that account(s) or otherwise conduct desired finan-
cial transactions via the gateway 240 (Block 264).

The disclosed network 205 permits users to conduct or
otherwise participate in financial transactions using a means
that is distinct from the personal financial devices 105 dis-
cussed in detail below. Moreover, users may also be permitted
to establish or modify their personal rules in their user profile
via such an access gateway 240. In addition, administrators of
the network 205 may also use the access gateways 240 to
access the Business Rules 126 in the payment system 120.
Again, this access may also be web-based, but any other
remote access means is also possible with the disclosed net-
work 205. By accessing the Business Rules 126, the admin-
istrators may establish new rules, and maintain or modify
existing rules, as needed. Also as illustrated, the access gate-
way 240 may be a CSR web-based access point. Through
such a point, customer service representatives may access the
payment system 120 remotely from the network 205.

A network 205 according to the disclosed principles works
by electronically clearing financial transactions against users’
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existing bank, credit or other financial accounts. Thus, the
payment network 205 is actually a transaction clearing sys-
tem employing a transactional database that can be accessed
through one of the mobile devices 105 disclosed herein, or
even through the Internet, via e-mail, SMS, etc. using card
310 the user’s membership information associated with the
payment network 205. In addition, the network 205 has an
open architecture, which enables other banks, other financial
institutions, utility companies, manufacturers, or any other
merchant or business to easily connect and become part of the
disclosed payment network 205. Once a part of the network
205, each of these entities could provide all of the services
available through the payment network 205 directly to their
customers as well.

In the case of banks and credit card companies, for
example, they can enable their existing accounts to work with
the disclosed network 205. Thus, when a bank enables its
accounts to work with the network 205, it may issue a card
310 for each user account, and these cards 310 could contain
the information or chip that enables it to work in one the
personal financial devices 105 discussed below. In addition,
such a card 310 does not need to be exclusive to the device 105
or the network 205; it can be designed also as a typical
charging card that still works with, for example, Visa®, Mas-
terCard® or whichever network the bank was already using.
Thus, a user may use that card 310 to check the balance of the
account, manage the account, make purchases at any Visa
merchant, make cash withdrawals at a compatible ATM, and
access the network 205 for any other needs, all with the same
card 310. Such an embodiment would enable financial insti-
tutions that are not providing innovative and efficient pay-
ment services (e.g., e-mail or online payments, SMS pay-
ments, etc.) to provide all such services once they become a
part of the network 205. Even if they do not join the network
205, their financial accounts could still receive payments in
the manner described above.

In the case of utility companies, merchant stores, and other
companies that want to provide their own banking services,
the network 205 would allow these entities to receive pay-
ments from users if they simply have an account connected to,
for example, a financial services network, or to the network
205 itself. As discussed below, they may even have their own
device 105 for receiving (and making) payments in the man-
ner described above.

Tlustrated in FIG. 3 is one embodiment of an exemplary
mobile electronic device 105 that can be used for the elec-
tronic commercial transactions described herein. Such dis-
closed devices 105 may facilitate the electronic transfer of
funds and electronic purchases between consumers and mer-
chants, as well as between two individuals. Also, these
devices 105 allow users to conveniently and securely access
their credit- or debit-based personal accounts in real-time via
the device 105. In addition, the disclosed devices 105 provide
for such transactions without the need to fund and maintain a
specific account held by this financial service.

The devices 105 accomplish desired financial transactions,
whether this includes the sending of monetary funds, the
receiving of monetary funds, a request that someone send
monetary funds, or even managing the user’s own account, by
communicating with a payment system or network from a
remote location. The payment system described in detail
above is in communication with one or more financial insti-
tutions that are facilitating financial accounts, such as check-
ing accounts, savings accounts, revolving credit accounts,
lines of credits, money market accounts, etc., corresponding
to users of these devices 105. Users would associate one or
more of their accounts managed by these financial institutions
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with the payment system, and information about that associ-
ated financial account is provided to the device 105. In one
embodiment, a security device 310, such as a card 310 having
a magnetic strip, a SIM card, a biometric system, or other
means of security verification, includes this information.

In the illustrated embodiment, the device 105 includes a
reading unit 305 may include a card slide that may be
accessed through the illustrated slot at the top of the device
105, so the security device 310 can be provided to and read by
the device 105. Alternatively, the reading unit 305 may be
accessed from the side of the device 105 (shown in broken
arrow 305), and no limitation on its placement is intended.
The security device 310 provides assurance that only autho-
rized users of accounts that are associated with a particular
consumer can be used by that consumer or accessed by that
consumer to make money transfers or purchases. More spe-
cifically, in embodiments employing a card 310, the card may
be a conventional debit card that can be used in automated
teller machine (ATM) networks and Merchants (e.g., a Visa
Electron® or a MasterCard Maestro®). This card 310 may
contain, in addition to the usual magnetic strip, a chip with
proprietary information unique to the disclosed payment net-
work. Such a card 310 acts similar to a SIM card in a cell
phone, and in advantageous embodiments, may be inserted
into any mobile device 105 configured to work with the dis-
closed network to conduct financial transactions.

The device 105 also includes user controls 320 for manu-
ally inputting information, by the user, about a desired finan-
cial transaction, as well as inputting information for autho-
rizing the financial transaction. In the illustrated embodiment,
the user controls comprises a keyboard or keypad 320 having
buttons or keys much like those that would be used in personal
digital assistants (PDAs), personal e-mail devices (e.g.,
BlackBerry® devices), or mobile telephones. The informa-
tion input using the keypad 320 for authorizing the desired
financial transaction may include inputting a personal iden-
tification number (PIN) or other security code associated with
the user. Such a security code can be used to “unlock” the
device 105 so that it may be used, to authenticate that the card
310 matches the user, or even to access information regarding
accounts that the user has previously associated with a net-
work used with the device 105 (discussed in greater detail
below).

In addition, the information about the desired financial
transaction input using the keypad 320 may comprise infor-
mation for transferring monetary funds from a financial
account associated with the user of the device 105 to a second
financial account associated with a second user associated
with the second device (not illustrated). More specifically,
information for transferring monetary funds may include, but
is not limited to, information providing identification of the
second user, the amount of the transfer of monetary funds to
be sent or received, the selection of the user’s financial
account to be used for a certain transaction from a plurality of
financial accounts associated with the user, a date of the
desired financial transaction, or a selection of whether the
desired financial transaction is a request for monetary funds
from another user, or an attempt to transfer monetary funds to
the other user. Still further, the keypad may also provide tools
for the user of the device 105, such as a calculator for com-
puting numbers involved in specific financial transaction.

The device 105 also includes a display screen 330 for
displaying information about the desired financial transaction
or user financial account(s). Like the keypad 320, the display
screen 330 may be the same or similar to screens used in other
mobile devices, such as an LCD display screen 330. Illus-
trated in FIG. 3 are possible items that can be shown on the
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display screen 330. These items could include the user’s
identification, a specific financial account of the user previ-
ously associated with the network used by the device 105, or
an account balance for that financial account. In addition, the
display screen 330 may also include “touch-screen” capabili-
ties to augment, or even replace, the keypad 320 keys dis-
cussed above. For example, various “action buttons” that
could be activated by touch screen buttons 335 may be
included in the device 105. As will be later described, these
actions could include such things as the sending of money, the
requesting of money, the initiation of a purchase, or the
exchange of identifying information between the user of the
device 105 and another party. The device 105 may even
include a trackwheel 350, such as those found on Black-
Berry® devices.

Moreover, since the keypad 320 and display screen 330 are
both similar to those found in some personal mobile elec-
tronic devices, the principles and technology described herein
could be readily integrated into such existing PDAs, mobile
telephones, e-mail devices or other electronic devices. Such
an implementation of the disclosed principles may be benefi-
cial to those users who wish to only carry one mobile device;
an increasing sector or the population, as evidenced by the
success of integrated mobile devices such as the iPhone®.

As also shown in FIG. 3, an identification module 340 is
provided through which tactile and visual indicators can be
used to authorize inputs and provide feedback to users regard-
ing electronic transactions. The identification module 340
identifies a second mobile device to be involved in the desired
financial transaction, and identifies the first device 105 to the
second device. In operation, which is also described in further
detail below, the identification module 340 identifies the sec-
ond device to the first device 105, and identifies the first
device 105 to the second device, by bringing the identification
module 340 of each device 105 within at least a predeter-
mined proximity of each other. In some embodiments, the
identifications are performed when the identification mod-
ules 340 “hand shake” through physical contact, or “nose
rub,” each other during a financial transaction.

In the illustrated embodiment of FIG. 3, the identification
module 340 is shown as including a button 340 on or inte-
grated with an exterior housing of the device 105. In a specific
embodiment, the button 340 could be a silicone button 340,
however, any beneficial material may be employed. In addi-
tion, the module 340 may comprise a visual indicator indi-
cating if the identifications have been made. In such embodi-
ments, the visual indicator may be a light within a button 340
configured to change colors when the identifications have
been made. For example, the integrated light contained within
the button 340 could shine red or green, depending on the
status of the pending transfer of funds. In some embodiments,
ared light could indicate that the identifications have not been
made and the transaction has not yet been authorized or
completed. In contrast, a green light could indicate that all
identities have been verified, and perhaps also that the trans-
action authorized, and may even indicate that the transaction
has actually been completed. Of course, any number and type
of visual indicators, each indicating various information to
the user(s), may be employed with a device 105 constructed in
accordance with the disclosed principles, as will be seen with
the discussion of device 105 “hand shaking” with reference to
FIG. 6.

The device 105 also includes a transceiver, and related
circuitry, within the device 105. The transceiver is for wire-
lessly transmitting and receiving information to and from the
payment system mentioned above. More specifically, once a
financial transaction has been authorized and is ready to be
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completed, the transceiver sends commands from the device
105 to the payment system so that the payment system causes
the transfer of monetary funds to or from the associated user
financial account. As illustrated in FIG. 3A, a mobile device
105 in accordance with the disclosed principles can be used to
send fund to, or receive funds from, a variety of sources and
destinations. For example, the device 105 can be used to send
funds to, or receive funds from:

another mobile device 105

a credit, debit or other monetary-based card

payment to or receive credit from a merchant, online web-

site, etc.

a bank or other financial account

to any e-mail address, or from an e-mail address when used

with a consumer card 105 as described above

to any cell phone, or from a cell phone when used with a

consumer card 105 as described above

However, it should be noted that the funds in financial
transactions conducted according to the disclosed principles
are not actually sent to or from the actual device 105. Instead,
the device 105 is employed with a network as disclosed herein
and described in further detail below, to cause funds to be sent
from or to a financial account associated with the disclosed
payment network. Further discussion of such transactions is
provided below.

Moreover, using the personal mobile device 105, users can
access balance and transaction information and history in
real-time. They are notified of all financial transactions on
their account(s) in real-time, for example, using “push” tech-
nology that automatically pushes updated information to
users, without first requiring the user to request the informa-
tion. They can pay anybody else connected to the network 205
such as another individual with a mobile device 105 by, for
example, simply touching the other device 105 and entering
the amount of the transaction (as discussed with regard to
device “nose rubbing” below). They can pay a merchant by
simply touching (or being proximate to) the cash register of
other merchant equipment in communication with the net-
work 205. This instantly allows them to see the invoice in the
display screen 130 of the device 105, and pay it or decline it.
Moreover, users can send payments to any other user of the
network 205, anywhere in the world, to any bank account,
e-mail address, cell phone number, SMS code, etc., and they
can receive payments from any source on their device 105.

FIG. 3B illustrates an exemplary embodiment of the inter-
nal circuitry of mobile financial device 105, such as the device
105 discussed with reference to FIG. 3. FIG. 3C illustrates a
2-D block diagram showing electrical connections between
some of'the components that may be included in such a device
105. As illustrated, an exemplary financial device 105 could
include a controller for use in conducting one or more of the
financial transactions discussed above. The device 105 could
also include the reading unit 305 connected to a controller
360, such as a microprocessor chip or the like. As mentioned
above, the reading unit 305 is operable to detect the informa-
tion about the user financial account previously associated
with a payment system via a card 310 or other input device.
Also, the user controls 320 would be electrically connected to
the controller 360 and operable to receive manually input
information by a user about a desired financial transaction,
and information for authorizing the financial transaction.

The display screen 330 would also be electrically con-
nected to the controller 360 and operable to display the infor-
mation about the desired financial transaction or user finan-
cial account, as described above. The identification module
340 would also be connected to the controller 360, and as
mentioned is operable to, for example, identify a second
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financial device 105 involved in the desired financial trans-
action to the first financial device 105, and to identify the first
financial device 105 to the second financial device 105. Fur-
thermore, a transceiver would be electrically connected to the
controller 360 and operable to wirelessly transmit and receive
information to and from the payment system for causing the
transfer of monetary funds to or from the associated user
financial account(s). An antenna 375 could be connected to
the transceiver 370 to assist in the transmitting and receiving
of such information.

FIG. 4 illustrates a flowchart 400 demonstrating exemplary
methods for managing a personal account and for managing
electronic transactions conducted using a mobile personal
transaction device 105, such as the device discussed with
reference to FIGS. 3-3C. While only certain actions are illus-
trated and discussed with reference to FIG. 4, it should be
understood that a greater or lesser number of actions for
conducting financial transactions, etc. in accordance with the
disclosed principle may be employed. Accordingly, the pro-
cess in FIG. 4 is merely exemplary in nature, and is not
intended to limit the overall scope of the principles herein to
any particular action or application.

As previously described, a security card 310 could be pro-
vided to authorize the use of such a device 105 with a par-
ticular user’s account that has been associated with the pay-
ment system. In other embodiments described below, the card
310 may instead be used to access a network as disclosed
herein directly via a website or other frontend gateway in
order to perform transactions or simply access registered
account information. Looking at the flow diagram 400, after
a Start block where any needed hardwire or software for the
system or network is initialized, at Block 405 an action is
shown in which the device 105 transmits the information it
received from the card 310 in order to perform the authoriza-
tion action of Block 410. As previously discussed, the autho-
rization step in Block 410 might be only through the insertion
of a separate physical card, such as a bank card, credit card,
SIM card 310, or through biometric or other authorization
means, such as the entry of an access code (e.g., a PIN).
Moreover, as discussed in further detail below, the authoriza-
tion may be made in conjunction with the disclosed payment
system, which in turn may employ a database or user profiles
to assist in authenticating the user directly, the device, the
account, the recipient, the transaction, or any combination
thereof. In any event, the network receives the code/authori-
zation information from the user (e.g., via transmission by the
device 105 if one is being used), and authorizes the user
and/or device 105 to proceed with access to his account(s)
and, any desired transaction.

As shown at Block 415, once the device 105 has been
authorized to access a particular account and conduct a spe-
cific financial transaction according to the authorization
Block 410, the user’s account can be accessed by the network
through a “back-office” application (e.g., a backend gateway)
whereby the user’s credit or debit account (or other type of
account) can be accessed. Alternatively, if the user does not
yet have an account associated with the payment network, it
can be registered or otherwise associated with the network at
this time so that access to that account can be gained. Such
access is further described below with reference to the overall
system and network constructed and implemented in accor-
dance with the disclosed principles. At Block 420, after the
network has gained access to the user’s registered account(s),
the user, via the device 105, can then assume responsibility
for the real-time management of the user’s account as a
“remote control” for that account since that account has been
associated with the payment system. In some embodiments, a
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user’s financial account may only be associated with the
payment system once he has received a request to send funds,
and that user agrees to participate in the transaction by open-
ing an account with the disclosed payment network. In either
case, as shown in Block 422, balances for associated financial
accounts may be provided to the first user through the display
screen 330 of the device 105, as well as transaction reports
and other account information. Further at Block 422, the
device 105 can be used to authorize and effect other back-
office transactions. Such back-office transactions could
include the approval of automated clearing house (ACH)
transactions or other electronic transactions among financial
institutions that could be sought through the user’s personal
financial account.

As previously described, and as further shown in Block 424
of FIG. 4, the device 105 may also be used for direct trans-
actions between device holders or direct transactions with
merchants enabled to conduct financial transactions within
the disclosed payment network. In other words, two users
having a mobile device 105 as disclosed herein may exchange
funds or exchange information through a protocol that will be
described in further detail with reference to FIG. 6, or the user
can interact and make purchases with a vendor or merchant
using a similar approach. Likewise, a registered user can
perform any such transaction by accessing the network via a
frontend gateway, such as a website. No matter the type of
transaction, the network would receive information regarding
the desired financial transaction in which the user(s) wishes to
participate. The transaction may then be conducted in accor-
dance with that information, and in accordance with any other
‘rules’ stored in the one or more user’s profile associated with
the network.

FIG. 5 provides a flow diagram 500 illustrating one
embodiment of accessing the disclosed system and network
from the device 105 side, and may be viewed in conjunction
with the blocks in flow diagram 400 in FI1G. 4. More specifi-
cally, at a Start block the device 105 is turned on and initial-
ized so that it may be used by the user in a desired financial
transaction.

At Block 505, the user inserts his card 310 into the reader
of the device 105, and the information from the card 310 is
uploaded into the device 105. At Block 510, the device 105
transmits the code or other authorization information to the
network in order to authorize the device 105 and user to
participate in the desired financial transaction. As previously
discussed, the authorization information may be obtained
from the user by any of a number of different means, for
example, through the insertion of a separate physical card 310
as just described, or through biometric or other authorization
means, such as the entry of an access code (e.g., a PIN).

As described above, once the device 105 has been autho-
rized to access a particular account based on the authorization
information transmitted at Block 510, the user’s account can
be accessed through a back-office application whereby the
user’s financial account is accessed by the network. Once the
account is accessed by the network, the device 105 can
received current account information, at Block 515, which
would typically include the current account balance. Other
information transmitted to the device 105 may also include
information on past recent transactions, maximum per-trans-
action limits (if any are imposed), a list of other users (e.g., the
user’s wife) authorized to access the account, recent transac-
tions of such a second user, or any other beneficial informa-
tion on the account. At Block 520, the user, via the device 105,
can then assume responsibility and control for the real-time
management of the user’s account that has been associated
with the payment system.
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As shown in Block 525, once control of the account(s) has
been seized by the device 105, the user can conduct account
management activities. For example, he can affirmatively
access account balances for the one or more associated finan-
cial accounts, which can be shown to the user through the
display screen 130. In addition, as shown at Block 530, the
device 105 can also be used to authorize and conduct financial
transactions using the registered account(s). For example, the
user can elect to send funds to someone, or to approve the
receipt of funds from someone else. Other exemplary finan-
cial transactions that the user could conduct via the device
105 are discussed in greater detail below. As mentioned
above, two users having a mobile device 105 may exchange
funds or exchange information through an exemplary proto-
col described with reference to FIG. 6.

FIG. 6 illustrates one embodiment of the “handshaking”
process 600 between two mobile personal transaction devices
105 that may be implemented during a financial transaction
conducted in accordance with the disclosed principles. Addi-
tionally, a similar technique could be adapted for interaction
with a merchant or service provider as well.

Specifically, as shown in FIG. 6, to initiate a desired finan-
cial transaction, the user of a first device (Device #1) could
push button 340, which in this example would then light red
to show that a transaction has been initiated but has not yet
been authorized or completed. The user of a second device
(Device #2), who, presumably, would be in the same vicinity
as the user of Device #1, could correspondingly press his
button 340, which would then also light red. Of course, no
particular order is required. At that time, the devices could
have both been prepared to be linked for the transaction. At
that time, the devices could “touch noses” (i.e., button-to-
button or corner-to-corner) in order to initiate the transaction.
This “nose rub” would be sensed by both devices which
would then perform an electronic handshake in order to
enable the electronic financial transaction between them to
proceed. Alternatively, the devices 105 could only be brought
to within in a certain proximity of each other to conduct the
handshake. No matter how the handshaking occurs, the light
in the button 340 could switch in both devices from the color
red to the color green, indicating that the two devices are in
communication for the commercial transaction. The users
could then enter the details of the desired transaction, and
execute the transaction accordingly. Additionally, the link
between devices may be limited to a predetermined time, at
which time if the transaction has not been completed, the
communication between the devices would end, and any
ongoing transaction would be terminated.

Once the devices have been fully enabled for the financial
transaction, the menu on the display 330 could then be con-
figured to provide a user-friendly interface for initiating one
or more financial transactions between the two parties. For
example, the identity of the other person in the transaction,
along with a menu of possible transactions or activities to
engage in with that other user, could be shown in the first
user’s display screen 330 (and vice versa for the user of
Device #2). As illustrated in FIG. 6, for example, the user of
Device #1 may at this stage request or send money, or request
to exchange contact information with the user of the other
device, to complete that particular transaction. The user of
Device #2 could then send money in response to their request,
or accept money in response to the user sending the money, or
perhaps simply exchange contact information with the other
user.

In accordance with the disclosed principles, there are many
different ways to configure the handshaking at the transac-
tional level. Therefore, the approach illustrated in FIG. 6 is
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merely exemplary in nature, and it should be appreciated that
the scope of the disclosed principles will be as set forth in any
of the claims ultimately issuing from this disclosure. More-
over, the identifications and authorizations of devices engag-
ing in a financial or type of transaction, may be done at any
point during the financial transaction. For example, one or
more users may enter information into their respective device,
such as an intended recipient of certain funds, or a specific
person from which funds are requested. Such a user(s) may
then enter security/authentication information into their
device, such as a security code only authorized users of that
device or with access to a certain financial account would
have. Once such information is entered, and/or received by a
second party to the transaction, the devices may then be
brought together to “handshake.” At this point, the transaction
may then be completed, whether in response to the handshake
or by pressing a button or key to “accept” or otherwise com-
plete the transaction.

Also, an acknowledgement that the transaction was suc-
cessful may then be displayed to the participants in the trans-
action. Alternatively or in addition, the change of color of an
indicator light, if present, may be such an acknowledgement.
Moreover, such handshakes between devices (or between a
device and a similarly equipped merchant terminal) may be
completed by either touching the devices together, or simply
bringing the devices within a predetermine range of each
other, sufficient for the identification module in one mobile
device 105 to detect the other. In yet other embodiments, the
devices 105 need not be brought together or be located proxi-
mate to each other, such as in a transaction taking place across
long distances. In such embodiments, other safeguards in lieu
of the personal handshake may be instituted, such as an addi-
tional security code, to ensure such long distance transactions
are valid. In fact, one or both users may simply access the
disclosed payment network via a website or other portal or
frontend gateway in order to complete transactions over long
distance where individual devices 105 cannot be brought
together.

FIG. 7 provides a flow diagram 700 illustrating another
detailed example of a financial transaction conducted by a
registered user of the network 100 and using a device 105 as
described above. Through the type of networks 100 and 200
illustrated in FIGS. 1 and 2 and implemented in accordance
with the disclosed principles, the payment system 120 may be
configured to cause the transfer of monetary funds from a
user’s associated financial account to a financial account of
another user in accordance with this exemplary process 700.
Of course, other actions may also be included in such indi-
vidual transactions.

At a Start Block, the user would turn his device 105 on,
which would then initialize its internal software and hardware
so that it can be used for the financial transaction. At Block
705, the user inserts or swipes his card 310 into the reader of
the device 105, and the information from the card 310 is
uploaded into the device 105. As discussed above, the device
105 transmits authorization information to the network 100,
200 that indicates this specific device 105 is authorized for
use with the network 100, 200. At Block 710, the system can
be setup to require the user to input a code or password as
well, in order to ensure the user is authorized to use the card
310 inserted in the device 105.

To participate in a desired financial transaction, at Block
715, the user may then use the device 105 to select the type of
transaction in which he would like to participate. For
example, the user may select “Check Balance” to receive a
current balance of available funds from a registered account
(which may also be provided using “push” technology, as



US 9,342,823 B2

19

mentioned above), “Send Money” to send money to another
user or account, or “Request Money” to request monetary
funds from another user of the network 100, 200. Alterna-
tively, the type of transaction selected by the user may actu-
ally be to “Accept” a request for funds from another user. This
acceptance may be for simply sending money to another user,
or may be accepting a request to pay a merchant’s request for
payment for a purchase.

At Block 720, an optional step may be for the user to
affirmatively select which account he wants to use for the
desired financial transaction. For example, the user may have
both a checking and a revolving credit account registered with
the network 100, 200, and the user would select which
account he would like the funds transferred to or from for
each specific financial transaction. Once the account has been
selected, and assuming the transaction will include a transfer
of monetary funds, the user can enter the amount for the
particular financial transaction, which is shown at Block 725.
In addition, at Block 730, the user can also enter other infor-
mation regarding the specific desired financial transaction.
For example, the user could enter a date and time from the
transaction, if the transaction is not to be executed immedi-
ately. Also, the user could select the specific recipient if the
transaction is to send funds to someone. In some embodi-
ments, the user may maintain a list of potential recipients, and
then select the appropriate recipient from the list.

Once all the necessary information for the desired transac-
tion has been entered into the device 105 by the user, at Block
735, the user could then be prompted to execute the financial
transaction. This could be done by the user selecting “Sub-
mit” or a similar displayed option, or perhaps even by the
device 105 “nose rubbing” described with reference to FIG. 6.
Once approved, the transaction would then occur in accor-
dance with any other rules that may be maintained in the user
profile of the sender of funds, the receiver of the funds, or
both. If the transaction is completed as desired, the user could
be notified of the successtul completion of the transaction at
Block 740. Alternatively, if the transaction has a problem oris
delayed (for example, if the recipient needs to join the net-
work 100, 200 before the transaction can be completed), that
status may also be displayed to the user. If any further action
is required by the user, perhaps in response to a problem with
the transaction, the user may provide any needed information,
at Block 745, via the device 105. The process could then end
at an End Block.

Importantly, the disclosed principles provide for the funds
of a user’s account to never leave his original financial
account until the financial transaction takes place. The trans-
actions made through the disclosed network 100 using the
devices 105 are executed through the payment system 120,
which operates in a manner similar to an ATM network where
a set of transactional parameters are defined and agreed upon
through one or more networks. This is similar to the way ATM
network transactions are standardized for the PULSE® or
CIRRUS® ATM networks. Thus, no special accounts within
the payment system 120 are required to be opened, main-
tained, and funded by a user. Instead, funds are simply trans-
ferred to or from a user’s original financial account by the
financial institution 110 maintaining that account and in
accordance with instructions from the payment system 120.

In sum, the disclosed principles provide for the funds of a
user’s account to never leave his original financial account
until the financial transaction takes place. Thus, no special
accounts within the payment system are required to be
opened, maintained, and funded by a user. Instead, funds are
simply transferred to or from a user’s associated financial
account by the financial institution maintaining that account
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and in accordance with instructions from the payment system.
With a clearing network constructed and operated in accor-
dance with the disclosed principles, contrary to conventional
networks a marginal cost of $0.00 per transaction may be
achieved, regardless of the amount of a transaction or the
volume of transactions. In addition, the disclosed principles
provides users/'members with real-time availability of
received funds, which is not true with conventional checks or
even credit card transactions.

Furthermore, a clearing network according to the disclosed
principles is completely secure to the end user. Specifically,
transactions are accomplished using unique identifiers, such
as auser’s email address or mobile phone number, rather than
disclosing or providing his confidential account number or
other information to the other party in the transaction. In this
sense, the disclosed clearing network is similar to existing
ATM network, which are not typically owned or operated by
the banks facilitating user accounts. Thus, unique IDs are
matched to existing user accounts by the disclosed payment
clearing system so banks or other financial institutions
receive the proper routing information for transferring funds.
If a user has an account with a non-member institution, the
user can simply receive a message (e.g., an email or an SMS
message) inviting him to join the network by opening an
account at a member bank, or, if wishes not to, the disclosed
network can employ an ACH or similar service to have the
funds transferred to the non-user’s account.

Moreover, it is envisioned that the payment clearing net-
work and process disclosed herein may be implemented in a
number of ways. For example, these principles could be
implemented via a dedicated mobile transaction device,
which is discussed immediately below. In addition, these
principles could be implemented via an API installed in mer-
chant POS terminals, or alternatively, such merchants may
also have a dedicated transaction devices. Also, a consumer-
based API may be implemented via a web gateway or other
frontend access portal. Furthermore, these principles could be
implemented via a commercially available mobile device,
such as mobile phones or PDAs offered by any manufacturer,
but configured to cooperate with the payment clearing system
and network. For such commercially available devices, or for
any implementation, any needed software, middleware or
hardware may be installed in order to ensure operability of all
the features provided by the disclosed clearing network.

While various embodiments of the devices, systems and
related methods constructed and implemented in accordance
with the disclosed principles have been described above, it
should be understood that they have been presented by way of
example only, and not limitation. Thus, the breadth and scope
of'the invention(s) should not be limited by any of the above-
described exemplary embodiments, but should be defined
only in accordance with any claims and their equivalents
issuing from this disclosure. Furthermore, the above advan-
tages and features are provided in described embodiments,
but shall not limit the application of such issued claims to
processes and structures accomplishing any or all of the
above advantages.

Additionally, the section headings herein are provided for
consistency with the suggestions under 37 C.F.R. 1.77 or
otherwise to provide organizational cues. These headings
shall not limit or characterize the invention(s) set out in any
claims that may issue from this disclosure. Specifically and
by way of example, although the headings refer to a “Tech-
nical Field,” such claims should not be limited by the lan-
guage chosen under this heading to describe the so-called
technical field. Further, a description of a technology in the
“Background” is not to be construed as an admission that
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technology is prior art to any invention(s) in this disclosure.
Neither is the “Summary” to be considered as a characteriza-
tion of the invention(s) set forth in issued claims. Further-
more, any reference in this disclosure to “invention” in the
singular should not be used to argue that there is only a single
point of novelty in this disclosure. Multiple inventions may be
set forth according to the limitations of the multiple claims
issuing from this disclosure, and such claims accordingly
define the invention(s), and their equivalents, that are pro-
tected thereby. In all instances, the scope of such claims shall
be considered on their own merits in light of this disclosure,
but should not be constrained by the headings set forth herein.

What is claimed is:

1. A method for establishing a communications link for
managing an electronic transfer of funds between a first user
financial account and a second user financial account in real-
time, the method comprising:

linking, via the established communications link, a pay-

ment system that is independent of a financial services
network, financial institutions and the first and second
user financial account with a system associated with at
least one of a financial services network and a plurality
of financial institutions through one or more backend
gateways,

linking, via the established communications link, the pay-

ment system with one or more user devices having a
device-specific interface through one or more networks
having an interface defined by a carrier protocol and an
application protocol;

receiving information at the payment system about a

desired financial transaction between the first user finan-
cial account and the second user financial account from
one or more user devices via the interface;

receiving authorization regarding the specific desired

financial transaction at the payment system to complete
the desired financial transaction from the one or more
user devices via the interface; and
processing, by the payment system, based upon the
received authorization, the desired financial transaction
to generate directions to at least one of the plurality of
financial institutions to complete the desired financial
transaction, the directions providing, via the backend
gateway, a uniform interface between the payment sys-
tem and the plurality of financial institutions.
2. The method of claim 1, wherein the one or more user
devices are selected from a mobile telephone, a point-of-sale
(POS) terminal, or personal computer.
3. The method of claim 1 further comprising:
using the one or more networks to link the payment system
with the one or more user devices through the interface,
the interface further comprising a wireless interface,

wherein the wireless interface is implemented in a soft-
ware, a hardware, a middleware, or any combination of
software, hardware, and middleware,

wherein the wireless interface receives information about

the desired financial transaction between the first user
financial account and the second user financial account
from at least one of the user devices, and

wherein the wireless interface communicates the desired

financial transaction to the payment system.

4. The method of claim 1, further comprising processing
the desired financial transaction using one or more security
protocols.

5. The method of claim 4, wherein processing the desired
financial transaction using one or more security protocols
comprises employing at least one of a validation layer and a
fraud detection layer.
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6. The method of claim 1, wherein processing the desired
financial transaction comprises evaluating the desired finan-
cial transaction in relation to at least one of: a user profile, a
user’s financial account, a transaction record, a user address
book, a currency conversion for foreign currency transac-
tions, a fee structure, a set of administrative requirements, a
set of customer service requirements, and a general ledger of
an financial institution’s accounts.

7. The method of claim 1, further comprising linking the
payment system with both a first user device and a second
user device through one or more networks.

8. The method of claim 7, further comprising:

initiating a link between the first user device, the payment
system, and the second user device by performing an
electronic handshake between the first user device and
the second user device.

9. A system for establishing a communications link for
managing an electronic transfer of funds between a first user
financial account and a second user financial account in real-
time, the system comprising:

a payment system that is independent of a financial ser-
vices network, financial institutions and the first and
second user financial account, the payment system being
linked with a system associated with at least one of a
financial services network and a plurality of financial
institutions through one or more backend gateways via
the established communications link; and

at least one or more user devices having a device-specific
interface through one or more networks having an inter-
face defined by a carrier protocol and an application
protocol,

wherein the payment system is configured to:

receive information about a desired financial transaction
between the first user financial account and the second
user financial account from the one or more user devices
via the interface;

receive authorization regarding the specific desired finan-
cial transaction at the payment system to complete the
desired financial transaction from the one or more user
devices, the authorization being specific to the desired
financial transaction; and

process, by the payment system, based upon the received
authorization, the desired financial transaction to gener-
ate directions to at least one of the plurality of financial
institutions to complete the desired financial transaction,
the directions providing, via the backend gateway, a
uniform interface between the payment system and the
plurality of financial institutions.

10. The system of claim 9, wherein the one or more user
devices are selected from a mobile telephone, a point-of-sale
(POS) terminal, or personal computer.

11. The system of claim 9, wherein:

the interface further comprises a wireless interface linking
the payment system with at least one of a first user device
and a second user device through the one or more net-
works,

the wireless interface is implemented in a software, a hard-
ware, a middleware, or any combination of software,
hardware, and middleware,

the wireless interface receives information about the
desired financial transaction between the first user finan-
cial account and the second user financial account from
at least one of the first user device and the second user
device, and

the wireless interface communicates the desired financial
transaction to the payment system.
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12. The system of claim 9, further comprising one or more
security protocols for evaluating the desired financial trans-
action.

13. The system of claim 12, wherein the one or more
security protocols comprises at least one of a validation layer 5
and a fraud detection layer.

14. The system of claim 9, wherein the payment system is
linked with both a first user device and a second user device
through one or more networks, wherein a link can be formed
between the first user device, the payment system, and the 10
second user device by performing an electronic handshake
between the first user device and the second user device.
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